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RESPONDING TO ONLINE BEHAVIORRESPONDING TO ONLINE BEHAVIOR

Information for Parents

HOW WOULD YOU RESPOND TO LEARNING YOUR CHILD...

• Lies about their age online or has a fake account?

• Has social networking site (sns) accounts, such as snapchat, that you did not want them to have?

• Private chats with someone they met online?

• Follows or visits online sites that put down classmates and friends?

• Posts hate speech about others?

• Posts attention-seeking pictures and texts in an attempt to become famous?

• Takes and/or sends inappropriate pictures or videos?

• Receives inappropriate pictures or videos from a friend or stranger?

• Engages in sexually explicit chats with online users?

• Plans to meet someone they met online offline?

1Office of the Illinois Attorney General (2014). Cyber Survey 2.0.

Sixty-three percent of students indicate that parental conversations help them stay safe online.1 
Asking questions, engaging in conversations and being a strong influence on their online and 
digital decision-making can increase positive online experiences and choices for students.

For more information, contact the Illinois Attorney General’s E-info Hotline at 1-888-414-7678
or e-info@ilag.gov.


